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11. 运行程序
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基础设施即服务，IAAS供应商已经将组网，存储，硬件，服务器操作系统虚拟化了，我们直接在IAAS平台上部署数据库，运行环境，运行程序即可。像阿里云，华为云这种买来的服务器都是IAAS平台，直接在上面部署程序。

1. 部署数据库
2. 部署安全措施
3. 部署运行环境
4. 运行程序
5. PAAS（Platform as a Service）

平台即服务，我们从PAAS供应商那里获取的已经安装好运行环境了，直接在上面运行程序即可，Docker就是一种PAAS。

1. 运行程序。
2. SaaS(Software as a Service)
3. Docker的由来

Docker是由Dotcloud公司开源的一款产品，主要基于PAAS（平台即服务）平台为开发者提供服务。它的底层技术是Linux Container，内核虚拟化技术，可以提供轻量级的虚拟化，隔离进程和资源，Linux Container使用比较麻烦，Docker作为Linux Container技术的高级容器引擎，即管理器，能够非常方便地管理虚拟资源。

Docker基于go语言开发，遵从Apache2.0协议开源，能够提供不同运行环境的隔离，每个运行环境可以由不同的软件通过标准化的手段自由组装而成，

1. Docker与传统虚拟化的对比
2. 传统的虚拟化

如寄居架构的虚拟化，服务器上运行着主机的操作系统，再上一层是Hypervisor，其上是不同的虚拟机运行着不同的程序。在这种架构中，不同的应用程序是通过不同的虚拟机操作系统的内核来隔离的。

1. Docker

Docker架构中，依然有服务器，服务器上运行着主机的操作系统，其上是Docker引擎，再上面就是不同的运行环境了，不同的运行环境是隔离的，每个环境中运行着各自的应用程序。与传统的虚拟化相比，省去了虚拟机的操作系统的资源消耗，因此应用程序可以获得更多的资源。但是容器的安全性较差，因为不同共享的是同一块内核，只能做到容器级别的隔离。而传统的虚拟化的隔离是通过不同的操作系统内核实现的，安全性更强。

1. Docker的构成
2. Docker Client

Docker的客户端，用于向Docker Server发送请求。

1. Docker Server

Docker Server会作为守护进程运行着，是Docker daemon的主要组成部分。接受用户通过Docker Client发送的请求，还可以按照相应的路由规则实现路由分发，接受远程的请求。

1. Docker镜像

Docker镜像是封装好的运行环境，当Docker镜像加载完成后变成了容器，因此容器就是正在运行的运行环境，当容器停止后可以转换为镜像。

1. Docker仓库

仓库存储着镜像，镜像可以上传到仓库中。官方的仓库是<https://hub.docker.com>

1. Docker组件的协同方式
2. 拉取镜像

首先Docker Client通过docker pull xx发送命令给Docker daemon，他会在本机中搜索有无这个镜像，如果没有向远程仓库中发送请求下载镜像。

1. 生成容器

Docker client通过docker run xx命令发送给Docker Daemon，该镜像生成容器在本地中，可通过docker stop xx停止容器。

1. Docker应用的优化

镜像只要我们不去改动，永远是不会坏掉的，因为真正运行的是由镜像加载来的容器，我们在容器上安装不同的程序，即使容器坏掉，我们也能够根据镜像再次加载新的容器。

为了减少不同镜像的存储压力，镜像的结构是分层的，根据镜像之间的依赖关系，是由不同的子镜像所组成的，当一个镜像的子镜像已经存在时，可以不用拉取，直接使用本地的子镜像即可，大大节省了镜像的存储空间。